
 

  

 

Workload Automation AE r11.3.5: Security Implementation 300 

Course Code: 22AUT30041 

 

 

Course Description 

The Workload Automation AE 11.3.5 Security 

Implementation 300 course, you will learn essential 

knowledge necessary to configure Embedded 

Entitlements Manager (EEM) with Workload Automation 

AE r11.3.5 and Workload Control Center (WCC). 

Through understanding the architecture and basic 

capabilities of the new security component integration, 

security can be as specific or global as needed, based 

on your enterprise needs. 

This course teaches you how to secure your 

environment with Workload Automation AE r11.3.5 and 

EEM integrated with WCC. The course addresses 

planning, security, and product-specific resource 

classes, creating users and groups, writing policies, and 

planning for failover. 

Delivery Method 

Instructor-Led 

Duration 

Two Days 

Course Objectives 

 Gain a basic understanding of the security options 
available in Workload 

 Automation AE r11.3.5 for a complete and 
successful implementation. 

 Become familiar with the EEM interface, and 
implement EEM 

 Workload Automation AE r11.3.5 to support your 
security requirements. 

 Implement a comprehensive security model that 
reflects your business 

 requirements as it pertains to compliance 
regulations. 

 Define and create roles and permissions and create 
policies for your specific business needs. 

Hands-On 

This course includes practical hands-on exercises that 

enable you to test your new skills and begin to use those 

skills in a working environment. 

Prerequisites 

 Workload Automation AE r11.3.6 Foundations 200 
(85AUT20021) 

 

Course Description 
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COURSE OUTLINE 

Module 1: Describe Security 

 Describe native security 

 Define EEM security 

Module 2: Manage EEM 

 Define the architecture 

 Create identities 

 Manage policies 

 Configure EEM 

 Configure EEM Failover 

Module 3: Customize EEM for WCC 

 Describe EEM architecture 

 WCC setup 

 Customize EEM for WCC 

Module 4: Customize EEM for WAAE   

 Describe architecture options 

 Install EEM for WAAE 

 Install stand-alone EEM 

 Describe the EEM setup 

 Customize EEM for WAAE 

 Migrate from Autosys r4.5 

 Access Control 

Module 5: Auditing EEM   

 Audit Workload Automation AE 

 Objects 

Module 6: Implement Security   

 Plan security 

 Set up policies 

 Integrate Global Directories 

 Export and backup EEM 
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